
Schau dir Text und Bilder des  
Beitrages genau an!

•	 Wie ist der Beitrag geschrieben?  
Gibt es Worte, die bestimmte Reaktionen 
auslösen sollen?

•	 Findet man die Information auch auf  
anderen (seriösen) Seiten? 
Internetrecherche, Faktenchecks

•	 Was kann man zu den Bildern sagen?   
KI-generiert, mögliche Bearbeitungen

•	 Wo tauchen die Bilder noch auf?  
Bilder-Rückwärtssuche 

3. INHALT CHECKEN ...

DESINFORMATION
ERKENNEN
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WAS MACHE ICH, WENN JEMAND DER DESINFORMATION GLAUBT?

deiner Recherche und auch deinen Gefühlen.  
Desinformation ist dazu da, um die Gesellschaft zu spalten – 
also lasse das nicht zu und bestärke es auch nicht!

Du hast eine Information erhalten und  
bist dir unsicher, wie sie einzuschätzen ist?  
Folgendes kannst du tun.

START

Du hast es geschafft! Du weißt jetzt,  
wie du Desinformation erkennen kannst.

ZIEL

1. DURCHATMEN ...

Schau dir den Beitrag genau an! 

•	 Was ist dein Gefühl dabei?
•	 Kann die Information stimmen und wirkt 

der Beitrag vertrauenerweckend?

4. EINSCHÄTZEN  ...

Triff eine Entscheidung, ob es sich  
um Desinformation handelt!

Teile keine Desinformation mit anderen, gera-
de wenn du dir unsicher bist. Desinformation 
lebt davon, dass man sie verbreitet. 
Auf den meisten Plattformen kannst du  
Desinformation melden.

Schau dir die Umgebung des  
Beitrages genau an!

•	 Wer hat die Meldung veröffentlicht?  
Gibt es vielleicht Gründe, warum die Person 
nicht genannt wird?

•	 Wo und wann wurde die Information 
veröffentlicht?  
Kennt man die Seite und was steckt dahin-
ter? Gab es besondere Vorkommnisse zum 
Zeitpunkt der Veröffentlichung? 

•	 Hat die Seite ein Impressum?  
Wenn es nicht zu finden ist, dann kann das 
durchaus ein Warnsignal sein.

2. KONTEXTE CHECKEN ...

! !?

Geh so sachlich wie möglich an das Thema heran  
und mach dich nicht über deine Mitmenschen lustig.
Berichte nüchtern von deinen Beobachtungen, 


